CS 300

Current Event Requirements

Every week students are required to submit an article, or current event.  The article must be:

1. Pertinent – related to the subject assigned and to computer technology.

2. Current – written within the last 6 months.

3. Reputable – written by sources considered knowledgeable in the topic area.

Students must submit the current event through the discussion board.  Each submission must include:

1. A text-based version of the article or the URL of a web-based article.  If you post an article from a website that requires you to login before viewing the article, then copy and paste the text of the article into your current event.  Otherwise the professor and students may not be able to read the article you have posted.
2. The date of the article.

3. A short summary of the article.  This must be in complete paragraph form.
4. A description of the computer technology involved.

5. A description of how the article relates to the topic assigned.

6. A summary of what makes this article of interest to the other students in the course, and/or the student’s opinions.

7. A thought-provoking question related to your current event article.

The following topics are to be researched for current event submission as follows:

	Week
	Due Date
	Topic

	1
	TBA
	Use/Benefit of Computers

	2
	TBA
	Use/Benefit of the Internet

	3
	TBA
	Societal Concerns

	4
	TBA
	Communication

	5
	TBA
	Privacy

	6
	TBA
	Crime

	7
	TBA
	Security

	8
	TBA
	Private Sector

	9
	TBA
	Education 

	10
	TBA
	Business

	11
	TBA
	Transportation

	12
	TBA
	Medicine

	13
	TBA
	Reliability

	14
	TBA
	Intellectual Property

	
	
	


It is expected that the current event submissions are likely candidates for forum group topics.  Students should be prepared to discuss their current event each week in class.

Here are examples of  “good” submissions.


        
Date: January 19, 2005

Summary: Rental car companies are now installing a new device called telematics. It includes GPS, wireless communications, and vehicle monitoring systems to keep track of where you are going. It can even monitor how fast you are going! The tracking device can also determine if there has been any damage to the vehicle and whether the car has been driven out of the country. Some vehicles may even be shut off remotely if the car has been stolen. So pay attention to the fine print when signing that contract. You may never know if you are being watched. 

Technologies Involved: Global Positioning System satellite tracking, wireless communications, and vehicle monitoring systems.

How these tracking devices raise privacy issues: These tracking devices most certainly violate our privacy. Generally, most people rent cars while on vacation or on business trips. But how would you feel if the people you rented your car from somehow managed to go on your trip with you? For some people, privacy is a big deal. In my opinion, I wouldn’t want the company to monitor every move I made. However, there may be a good side to this as well.  “Nancy Lopez rented a car from a Florida Thrifty franchise for a month-long road trip in May. Lopez sheepishly admitted that she "somehow managed" to lock the keys in the car three times. An agent was able to remotely unlock the door for her by using the AirIQ system.” 

Why is this of interest to us? With the rise in face recognition systems, monitoring of flight records, and the tracking devices in cars, it seems that no one can remain anonymous anymore. Privacy is a big issue in this matter and shouldn’t be taken lightly. Amendment 4 of the Bill of Rights clearly states that it is “the right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.” With that said, wouldn’t you feel like your rights were being violated?

URL: www.govtech.net/news/story.print.php?id=85763

Date:  Jan 23 2005

Summary: This article is about new software being developed that would enable cell phone users to control when, by whom, and under what circumstances location information is shared. This means that cell phone/PDA users could conceivably block access to their location information if they want to, in other words, they would not be traceable unless they want to be traced. And this software will allow the location information availability to change according to the users whim/desire. Currently, you show location information to everyone, all the time, or to no-one except emergency personnel (E911) all the time. The essentially “one size fits all” situation we currently have would no longer be the only option. Users could say, for example, that between 9:00 am and 5:30 p.m. that their boss could know their location, but that between 5:30 p.m. and 8:59 a.m. that information was off limits to that person. This article considers this to be “must have” technology to enforce privacy for users. It is hoped that it will help keep “Big Brother” at bay.

Description of computer technology involved: It is software using a PCP framework, and it has been named “Houdini”. It is a context-aware, preference-driven policy engine, using both circuit-based and session initiation protocols. There is a commercially available version of Houdini, Known as Vortex, currently being used as a part of Lucent Technologies MiLife Intelligent Services Gateway.

How this article relates to the topic assigned: This article is about privacy, and although it does not specifically mention the government, anyone who has ever read “1984” knows that there is a lot to fear of “Big Brother” and that our increasingly traceable lives are fast leading us in that direction. Any product that will enable users to “step off” of tracking screen is to be applauded (and supported!). 

What makes this article of interest to other students: We all need to be concerned with the amount of personal data that is available to the government and other parties via the internet. Everything we do, from our bank account transactions to our telephone usage, our credit cards, our outstanding debts, etc…. is recorded somewhere, in someone’s database. What is to stop them from keeping track of us and selling that information to the highest bidder? What is in place to stop our own government from using that information against us a la 1984?
