Automated Service Kiosk
Risk Management Plan
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Every project has risks, and ours is no exception.  Our risks are rated based on two factors: likelihood and consequence.  Every risk gets a value from one to five (five being the most significant) for both factors.  Using these two aspects as our axes, we have mapped the risks onto the matrix in figure #.  To determine the severity of each risk, we multiply the two numbers together.
Risks and their Mitigation

Here are our most significant risks, in order of severity, each listed with its own plan of mitigation:

Our most significant risk is that of database availability and integration.  Basically, our product cannot operate without  access to an inventory database.  Therefore we will create an effective database interface, as well as provide our own alternative inventory database  if the customer in question does not have their own.  With a likelihood of 4 and a consequence value of 5, this risk’s total severity is marked as 20.  
Our second risk is real-time lookup speed, or rather the lack thereof.  Customers will not use our product if they become frustrated with its slowness in responding to quereies.  Our database will be large and complex and network traffic may be high, so slow lookup speed is a real possibility.  In order to mitigate this we will increase the bandwidth for our product’s network and develop a tuned/optimized database.  This risk has a likelihood of 4 and a consequence value of 4, leaving it with a total score of 16.
Server load is another issue.  If our server becomes overworked, it will not be able to keep up with user demand satisfactorily.  If our product becomes popular and many terminals are utilized, there will be a great deal of load put on the server.  Therefore, we will provide a backup server to share the load with the principal server when necessary.  This risk gets a 3 for likelihood and a 5 for consequence, achieving a 15 for overall severity.
Complexity of maintenance is yet another risk.  The more complex a system is, the more complex the maintenance of such a system tends to be. We will therfore focus on creating a system based on simplicity.  This should keep the complexity of the system down, as well as the complexity of its maintenance.  We will also provide the personnel necessary to complete maintenance when necessary.  This risk gets a 3 for likelihood and a 4 for consequence, achieving a 12 for overall severity.
The competition meeting the needs our defined problem presents is another important risk.  If there exists a product that provides the same functionality as our own, we will have a serious problem with competition,  especially if there are price differences between the competing products.  We will therfore be providing features that are not supported by other products, as well as keeping our prices modest.  This risk gets a 2 for likelihood and a 5 for consequence, achieving a 10 for overall severity.
Unforeseen testing expenses is another issue.  No one can predict the future. Some events will occur that will not have been expected.  These events may very well incur some necessary spending.  Consequently, we will have money reserves set aside for unexpected situations.  We will have alternate sources of funding lined up.  This risk gets a 4 for likelihood and a 2 for consequence, achieving an 8 for overall severity.
Customer acceptance is the next risk to address.  Some people are afraid, skeptical, or untrusting of new technology.  These people may not be keen on the idea of using our product.  Therefore, we will strive to provide a product that is not intimidating and that is user friendly in every respect.  We will provide a virtual guided tour for users to take advantage of, as well as staff training manuals.  This risk gets a 2 for likelihood and a 3 for consequence, achieving a 6 for overall severity.
Our product relies on information provided by an external database.  If the information we receive from said database is incorrect, we run the risk of propagating the misinformation to the customer.  However, there is little we can do to avoid this other than providing our own inventory database at an extra cost.  This risk gets a 1 for likelihood and a 4 for consequence, achieving a 4 for overall severity.
Network downtime is yet another issue. If the store’s network goes down, our product will not be able to function.  Therefore, our product will be designed in such a way that it will not make the chance of network problems more likely.  This risk gets a 2 for likelihood and a 1 for consequence, achieving a 2 for overall severity.
Power outages are our last identified risk.  If the store’s electricity goes out, our product will not be able to function. There really is nothing we can do about this risk, though.  However, should this event occur, there will be very little functioning at the store at all, so our product’s lack of functionality will not be significant.  This risk gets a 1 for likelihood and a 1 for consequence, achieving a 1 for overall severity.
C o n s e q u e n c e
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