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Introduction

The Computer Asset Management System is envisioned to be a turn-key system based on Radio Frequency Identification (RFID) technology that will assist network administrators and repair technicians in tracking and locating anything from complete computer systems to individual computer components such as hard disk drives and video cards.
Background

Today’s businesses utilize many Information Technology (IT) assets.  Most of these assets, due to their cost, are tracked as capital assets and are inventoried on at least an annual basis.  Typically, when a new computer asset is received that exceeds a certain dollar amount, it is manually logged into a capital asset tracking system, an asset tag is affixed to the item, and the asset is placed in operation.  From this time on, to verify the location of the asset and to verify that it is still in operation (and therefore may still be eligible for depreciation), the asset must be physically located, the asset tag must be viewed, and the asset tag number must be manually compared against a printed list.  This is a very time consuming process and in many cases, the computer asset is not readily accessible; for example many users place their computer towers underneath their desks.
Additionally, network administrators who are responsible for keeping up with these assets and for maintaining them, often spend a great deal of time searching for a particular IT asset or component in a store room or vault.  Often times a video card or hard disk drive that was removed from one asset may be usable in another at a later time.  The detailed configuration of these items though sometimes gets lost and there’s no way of knowing exactly what the configuration is without actually installing the device in a computer system and looking at the configuration  This can be a very frustrating endeavor.
Options

There are a few different options for tracking and locating the various IT assets in a business environment:
Manual

This certainly is the least expensive solution.  Asset tags containing the assigned asset number are affixed to the IT asset, the number and item are manually recorded in an asset tracking log and the asset is placed in operation.  When it comes time to locate the item, say for inventory purposes, the item is located by inspecting each IT asset tag in the office and/or store room until the desired item is found.  The log is then updated appropriately.  If the network administrator needs to locate an asset for any reason he or she must also manually check each asset and manually look up the item in the log to obtain the desired information.
· Pros

· Very inexpensive.
· No experience or expertise with technology is necessary to implement the system.
· This is the best choice for very small businesses with very few IT assets

· Cons

· The potential for errors in the log are considerable when dealing with more than just a few assets.

· Annual inventory can be very time consuming when there are numerous assets for which to account.
· Finding a precise system or component can take a great deal of time if there are many assets.

Semi-Automatic

This option is identical to the Manual option except that the data is kept in a computer file of some kind be it a data base, a spreadsheet, or just a text document.  The main advantage of this option over the Manual option is that lookups in the data base for a particular asset number can be done very quickly.

· Pros

· Inexpensive since there are already computers in the office and most likely some kind of software that can be used to track the assets is already owned.

· Little experience or expertise with technology is necessary to implement the system.

· This may be the best choice for small businesses with a moderate number of IT assets

· The potential for errors is limited to data entry.

· Cons

· Annual inventory can still be very time consuming when there are numerous assets for which to account.

· Finding a precise system or component can take a great deal of time if there are many assets.

Automatic

This option still stores the asset log on a computer but with this option we automate the reading of the asset tag as well.  This system provides the capability to automatically find the “scanned” asset tag in the data base.  This would greatly speed the inventory process.  Further, if the asset tag is such that it can be detected even in the absence of line of sight, the problem of locating a particular asset could be simplified a great deal.
· Pros
· Annual inventory would take much less time.

· Finding a precise system or component could be simplified tremendously if asset tags do not have to be physically viewed.

· Still requires very little experience or expertise to use once the system is set up.

· This would absolutely be the better choice for medium to large businesses with a large number of IT assets

· The potential for errors is reduced to only the initial entry of the data associated with a particular asset.

· Cons
· Considerably more expensive initially than either of the other two options. 

Technical Background

The proposed Computer Asset Management System is composed of both hardware and software.  In both cases, the components are extensions of existing technologies.
Hardware

The hardware for the Computer Asset Management consists of Radio Frequency Identification (RFID) tags, and RFID Reader or Scanner, and a computer.
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RFID Tags

An RFID tag is a small electronic device that can be attached to an object.  The device itself is a transponder meaning it will transmit its encoded identification in response to an interrogation signal from an RFID reader. RFID tags can be either active or passive.

Passive RFID tags have no internal battery power.  They use the RF energy from the reader to generate their response.  Due to this dependency, a passive tag’s maximum range is approximately six meters.  Also, with the limited capacity only an identification number is stored.  Without the need for a power source, passive tags can be manufactured at very small sizes and at a comparatively small price.  

Active RFID, on the other hand, has an internal battery, longer range, and the capacity to store more information.  They are used in certain environments such as water or with large containers where their increased performance merits the increased cost.  These additional capabilities add to the size and price of active tags.  The advantage of either of these types over other technologies, such as bar coding, is an RFID system can be read without the need of close line of sight with the scanner.  Figure 1 shows a few types of RFID tags and their typical uses.
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There are four different types of RFID tags commonly in use. They are categorized by their radio frequency: 

· Low frequency tags operate at 125 or 134.2 kHz

· High frequency tags operate at 13.56 MHz

· UHF tags operate at 868 to 956 MHz

· Microwave tags operate at 2.45 GHz.  
Each frequency has its pros and its cons with respect to the other frequencies.  For example, a low frequency passive tag is perfect for security on packaging at WalMart.  However, this same tag wouldn’t work as well inside a metal container as an active UHF tag would.

RFID tags are further divided into their ability to accept changes to the data encoded on them.  Write Once-Read Many or WORM tags are commonly referred to as read-only tags and are “pre-printed” by the manufacturer. Once a read-only RFID tag is programmed, the data cannot be altered for the life of the tag.  These tags are the least expensive of the RFID tags.  Research has shown that these tags can be obtained for as little as $0.40 each. 

The other RFID tag is a re-writable tag.  These tags are blank when first purchased and can be programmed and re-programmed by the user.  Use of these tags requires an RFID tag “printer” or writer and appropriate software.

RFID Reader

The RFID reader sends out a signal that will be returned by any tag in its range.  It decodes the tag’s ID and presents that information to the software Application Programming Interface (API).  The reader or scanner device receives the tag signal with its antenna, decodes it and transfers the data to the host computer system.  Interrogator capabilities have been engineered to now be able to fit into small mobile devices.  Mobile devices can read 105 mm tags from a distance of 1.5 meters using a single antenna and process up to 6 tags per second.  Because direct line of sight between the reader and tags is not necessary, there are many more placement options for RFID readers than were possible with bar code labels. 

[image: image3.emf]Manufacturers have built RFID reader capabilities into PCMCIA and Compact Flash cards.  This provides the capability to turn almost any handheld computer into an RFID reader.  Data gathered can then be transmitted to a host system by 802.11g or other wireless technology.  The cost for RFID readers can range from more than $5000 for fixed readers to just over $300 for the PCMCIA and Compact Flash units.

Software
The software component of the Computer Asset Management System will consist of a customized data base system for maintaining the asset data as well as connectivity and communication software to allow the scanner device to communicate with the host computer that runs the data base system.

Configuration and Requirements

The research and analysis conducted to date has resulted in the following proposed configuration for the Computer Asset Management System.
Hardware
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The figure below shows the overall hardware configuration of the proposed Computer Asset Management System.  The type of RFID tag will be selected by the user based on their needs for a particular computer asset.  For example, if the tag will be put on a hard disk drive, it will have to be a tag that can be attached to metal; if the tag will be put on a computer tower that might be placed underneath a desk, a tag with a little more range might be desirable.  The RFID scanner will be of the type that can be placed in a Personal Digital Assistant (PDA) device.  The cost of these is in the range of $300 - $400.  The PDA will communicate with the data base computer via an 802.11g wireless LAN connection.  The computer that is required for the Computer Asset Management System can be any computer system capable of running the data base of choice (see Software below).  The only hardware requirement is that it have access to a Local Area Network (LAN) that has an 802.11g wireless access point.
Software

The software component of the Computer Asset Management System will follow basic client-server techniques and methodologies.  The research conducted by our team has revealed that there are two ways of reading an RFID tag, and it depends on the specification of the RFID reader and the implemented ISO standard.  Also, to produce a multi platform solution, it was decided that the software components will be developed using Java.  Java was chosen because of its portability and because there are numerous Java APIs that provide powerful connectivity while maintaining a high level of performance.

The client side software will be designed to run under Microsoft Windows CE on a Personal Digital Assistant (PDA) device. This software must be capable of communicating with the RFID scanner through the manufacturer supplied API.  Additionally, it must connect to the server to send formatted quires in order to obtain the necessary information related to a specific RFID tag.

Besides communicating with the client software, the server software application must be capable of receiving a unique identification string, locating the appropriate record in the data base and returning that information to the PDA.  Also, the server software will be designed as a multi-threaded application so that it can service multiple clients.  There will also be a user interface front end on the data base for manipulating the records in the data base.
The Computer Asset Management System will be capable of communicating with any major database engine
Market Analysis
Probably the most critical aspect of the marketing analysis at this point of the feasibility study is attempting to identify and quantify potential customers for the product.  This is the portion of the analysis that asks the question: will people be willing to buy our product?  To answer this question, we decided to conduct a poll of 25 network administrators who are currently employed in the field.  While the sample size is admittedly small, we do feel that it gives us some indication of interest in the product.  To each of these 25 administrators, two questions were asked.

1. Would you buy the Computer Asset Management System?

2. If you answered yes to the previous question, would you be willing to pay for the product?

It was felt that these two simple questions would help us determine whether the market perceives the Computer Asset Management System as a marketable product, and would the market be willing to pay for this product.  The latter might then be used to determine the overall profitability of the product.

Of the 25 network administrators surveyed, 72% indicated interest in buying such a product to assist them in their network administration duties.  Furthermore, of the 72% that responded favorably, all of them indicated a willingness to pay for the product.

Recognizing that this was such a small sample however, we decided to look at one other potential market, that of the computer and computer peripheral repair facility.  Our feeling is that the Computer Asset Management System could be very useful in this environment to help track and locate equipment as it is brought in for repair and subsequently returned to the customer once the work had been completed.  We have not yet had time to contact such a facility but we did perform research on one of the largest repair facilities in the country: Geek Squad®.

Geek Squad® is a subsidiary of Best Buy which is responsible for residential and commercial computer support.  Their goal is to become the largest supplier of repair and support services in North America.  At the end of fiscal year 2005, Geek Squad® had employed nearly 7,000 Geek Squad agents, with an expectation to add an additional 5,000 agents in fiscal year 2006.  In April 2005, Geek Squad® announced plans to open 20 to 50 stand-alone stores during the next 18 months.  This is a huge target market that we will further investigate in the coming months.

Team Members and Assignments
	Keith Mulkey
	Project Manager

QA/Test Lead

	John Gedville
	Marketing Manager

Documentation Lead

	Joe Kane
	Hardware Manager

Financial Manager

	Sergei Yemelianoff
	Software Manager

Web Master
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Estimated Development Schedule

Estimated Development Cost


[image: image2.emf]Labor: Rate Hours Cost

Joe 19.00 $            440 8,360 $           

John 19.00 $            440 8,360 $           

Keith 40.00 $            440 17,600 $         

Sergei 19.00 $            440 8,360 $           

Hardware: Price Quantity Cost

RFID tags 2.00 $              4 8 $                   

RFID scanner 400.00 $          1 400 $              

PDA 200.00 $          1 200 $              

Software Price Quantity Cost

RFID SDK - $                1 - $               

Java DE - $                1 - $               

Total Labor 42,680.00 $   

Total Hardware 608.00 $         

Total Software - $               

Total Cost 43,288.00 $   


Risks & Issues

Risks

Based on our research to date, the most obvious risk to the Computer Asset Management System is the uncertainty that a real market for the product exists.  The main reason for this uncertainty is that there are already inventory management systems on the market that are based on RFID technology.  The risk we run with this project is that it could be viewed as just another “kid on the block”.  Therefore, our challenge on this project will be to do it better, do it quicker, or do it cheaper.  Any one of these could help, but two or more would alleviate much of this risk.

Another area of risk is that each member of this team has many other obligations besides working on this project.  Two of the team members work full time jobs and attend classes on a part time basis while the other two members attend classes on a full time basis while working part time jobs.  With so many different demands on each team members’ time, it may be easy to get behind schedule.  This realization imposes a strict requirement to monitor the schedule and status closely throughout the development cycle.

Issues

There is a management issue with the fact that the members of the Gold Team have very diverse schedules making it somewhat difficult to schedule face to face meetings with everyone in attendance.  This too is a situation that will have to be managed carefully to ensure that communication lines are kept open and active for the duration of the project.
Conclusions
While the market for this product remains questionable, it is clear that a system of this type would be of great benefit to organizations that track a great many computer assets.  The project is technically feasible, the costs are within the budget of our group, the development schedule is achievable within the CS 410 and CS 411 time constraint, and our team has the expertise to complete the project.
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